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General Backup Policy

The AIX Support team has responsibility for provision of backup services. 

This Backup Support Contract ensures that the customers needs are met and that any future changes to backup requirements are fully documented


Should the customer require any changes to the backup service provided in this document then written notice should be made to the AIX Support team. A new Backup Support contract will then be issued reflecting these changes.

Scheduled backups will be performed using the ADSM software product.
Software compression is set to ‘on’ for all backups and archives.

This backup support contract includes support of the following machine: -

SERVERNAME

The backup strategy used on SERVERNAME is as follows: -

System Data Backups  

A full weekly ADSM archive is performed on Sunday at 09:30 of all non-rootvg filesystems. The current filesystems being archived are: -

/usr/local, /afc, /home, blah blah blah

The retention period for the archives is 32 days. 

Additionally if it is the last Sunday of the month, the data is retained for 365 days.

An incremental daily ADSM backup is performed at 17:00 of all non-rootvg filesystems.

A maximum of 14 versions of backup data is held on ADSM storage. All but the most recent backup versions of customer data are retained for 20 days before being expired. 

Should a file be deleted from the customers system the latest backup version is retained for 32 days before being expired.

Any scheduled system backup job failures are re-tried three times.

Filesystems included in the system backup are:

/usr/local,  blah blah blah

NOTE: -

The backups will not cross mount points. Nor will NFS mounted filesystems be backed up.

No other filesystems are included in the system backups.

MKSYSB Backups

A MKSYSB backup of the root volume group is taken once per week at 20:00 on Saturday evening. The backup tape is taken offsite and retained for two weeks before being expired and returned onsite for re-use.
Database Backups  

All scheduled database backups will be performed using the ADSM Application Program Interface for (SYBASE / INFORMIX) control of which database files / filesystems are backed up is handled by a backup script and the use of SQL- BACKTRACK ONTAPE 

The AIX Support team will confirm that each backup job has completed successfully. 

Any failures will be problem diagnosed at the start of each online weekday, and any ongoing problems reported to the DBA. 

APPPL Name

A Weekly archive of the xxx Informix Instance is performed at 17:00 on Saturday

This weekly backup requires exclusive use of the database.

The archived data is retained for 32 days

A daily physical incremental backup of the Xxxx Informix Instance is performed at 20:00, Sunday to Friday.

A Level 0 Incremental backup is performed on Thursday and Sunday

A Level 1 Incremental backup is performed on Monday, Wednesday and Friday

A Level 2 Incremental backup is performed on Tuesday

A maximum of 14 versions of backup data is held on ADSM storage. All but the most recent backup versions of customer data are retained for 20 days before being expired. 

Should a file be deleted from the customers system the latest backup version is retained and managed by SQL-BackTrack before being expired.

APPL2

A Weekly export backup of the xxx Sybase Instance is performed at 13:00 on Saturday

This weekly backup requires exclusive use of the database.

The archived data is retained for 32 days

A daily physical incremental backup of the Polling Instance is performed at 13:00, Sunday to Friday.

A Level 0 Incremental backup is performed on Wednesday 

A Level 1 Incremental backup is performed on Monday and Thursday

A Level 2 Incremental backup is performed on Tuesday and Friday

A maximum of 14 versions of backup data is held on ADSM storage. All but the most recent backup versions of customer data are retained for 20 days before being expired.

Should a file be deleted from the customers system the latest backup version is retained and managed by SQL-BackTrack before being expired.

Logical Log Backups  

Continuous Logical Log backups are taken for both the xxx and xxx

A maximum of 14 versions of backup data is held on ADSM storage. All but the most recent backup versions of customer data are retained for 20 days before being expired. 

Should a file be deleted from the customers system the latest backup version is retained and managed by SQL-BackTrack before being expired.
It is the responsibility of the DBA to inform the AIX Support Team of any changes to the Database and Logical Log backup configuration, via the change control process.

Restores 

The AIX Support team group upon request, via e-mail, will perform restores of specific individual files 

Major restores will be performed by the AIX support team upon receipt of e-mail.

Out of Hours Support 

Out of hours, support is provided and details are available on the callout rota, details below.

Problems should be referred to, and will be actioned by, the AIX support team.
All documentation pertaining to ADSM and xxx can be obtained from location - 

In the event of a complete loss of a UNIX box, full recovery of an application can only be performed once the base UNIX operating system has been recovered, file systems reconfigured and network communications provided to the failed box. 

It is the responsibility AIX Support team to ensure the machine is brought back to this level following complete loss of a box; both the AIX Support team and the DBA will then be responsible for performing the remainder of the recovery of the application.  Full recovery will be performed within 24 hours.

This is to certify that the above statements have been agreed for xxxxx

Signed..............................................
Database Support
    

Date..........................................

Signed..............................................
Technical Support
    

Date..........................................
Signed..............................................
Application Support
    

Date..........................................
Signed..............................................
Project Manager
    

Date..........................................
Signed..............................................
AIX Support / Storage Management    Date..........................................

NOT TO BE SHOWN OUTIDE YOUR COMPANY



